
외국인유학생등록금납부관련
보이스피싱주의안내

최근 외국인 유학생의 등록금 납부 과정이 보이스피싱(전자금융사기)에
연루되는 사례가 증가하고 있습니다.

보이스피싱 자금이 등록금으로 납부될 경우,
▶ 학교 등록금 계좌가 지급 정지되고 해당 학생의 등록금은 등록이

무효 처리되어 등록금을 재납부하는 불이익을 겪게 됩니다.

※ 등록금 계좌의 지급정지·압류는 학생의 등록금 납부시 발생하는 것이
아니라, 보이스피싱 피해 신고가 접수되는 시점에 발생합니다.

▣ 안전한 등록금 납부를 위한 필수 유의사항

1. 반드시 고지서에 기재된 본인 명의 가상계좌로 납부하세요.
▶ 해외송금, 계좌이체(은행·ATM 납부) 시 본인이 직접 납부하며, 타인 명의

계좌, 임의로 안내 받은 계좌로 등록금을 절대 납부하지 마십시오.

2. 위챗페이·페이팔 납부 시 학교에서 안내한 공식 등록금 납부 링크를
이용하세요.

▶ 위챗페이·페이팔 납부: ☞ 헤이영 외국인 등록금 납부 | 신한은행
(알리페이 납부 불가)

3. 지인·브로커·비공식 사설 환전소는 절대 이용하지 마세요.
▶ 지인 또는 브로커를 통한 대리 납부는 보이스피싱 연루 위험이 매우

높습니다.
▶ 비공식 환전소·사설 브로커를 통해 환전할 경우 환전된 원화가 범죄 연루

자금일 수 있습니다. 학생이 직접 피싱 범죄에 가담하지 않았더라도 범죄
연루 자금이 학생 본인 계좌에 입금되어 등록금 납부 시 보이스피싱에 연
루된 케이스가 발생하고 있어 반드시 공식 금융기관을 통해 환전하시기
바랍니다.

▣ 등록금 납부가 보이스피싱 범죄에 연루될 경우, 각종 소송이 제기될
수 있으며, 민·형사상 책임이 발생할 수 있으니 안전한 등록금 납부를
위해 반드시 학교에서 안내한 공식 방법만 이용해 주시기 바랍니다.
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Notice on Voice Phishing (Financial Fraud)
Related to Tuition Payment for International Students

Recently, there has been an increase in cases where international students’ 
tuition payments have become involved in voice phishing (electronic financial 
fraud) schemes.
If funds related to voice phishing are used to pay tuition:

▶The university’s tuition account may be temporarily suspended, and the 
student’s tuition payment may be invalidated, the student will need to pay 
the tuition again, resulting in significant inconvenience and financial loss.

※ Please note that the suspension or seizure of the tuition account does not 
occur at the time of tuition payment, but rather when a voice phishing is 
reported.

▣ Mandatory Precautions for Safe Tuition Payment

1. Pay tuition only through the virtual account issued in your own name as stated 
on the  tuition invoice.

▶ For overseas remittance or bank transfer (via bank or ATM), the student must 
make the payment individually. Do not pay tuition through accounts under 
another person’s name or through any account provided unofficially.

2. When paying via WeChat Pay or PayPal, use only the official tuition payment 
link provided by the university.

▶ WeChat Pay / PayPal payment (Alipay payments are not accepted) 
☞ HeyYoung Tuition Payment for Foreign Students | Shinhan Bank

3. Do not use acquaintances, brokers, or unofficial private exchange services.
▶ Tuition payments made through acquaintances or brokers carry a high risk of 

involvement in voice phishing.
▶ If currency exchange is conducted through unofficial exchange offices or 

private brokers, the converted KRW may be linked to criminal activity. Even if 
the student did not knowingly participate in fraud, there have been cases 
where fraud-related funds were deposited into the student’s account and used 
for tuition payment, resulting in voice phishing involvement. Therefore, please 
ensure that all currency exchange is conducted only through official financial 
institutions.

▣ If tuition payment becomes involved in a voice phishing crime, civil and 
criminal liability may arise, and legal action may be taken. For your safety, 

please use only the official tuition payment methods provided by the university.
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提醒外国留学生谨防有关缴纳学费的电信诈骗

近期，外国留学生在缴纳学费过程中被卷入电信诈骗（电子金融诈骗）
的案例不断增加。若电信诈骗资金被用于缴纳学费，

▶学校的学费账户将被暂停支付，该学生的学费缴纳将被判定为无效，
学生需重新缴纳学费，给本人带来经济损失。

※学费账户的暂停支付或冻结并非在学生缴费时立即发生，
而是在电信诈骗受害举报被受理的时点发生。

▣为确保学费缴纳安全，请务必注意以下事项

1. 必须通过缴费通知单上标明的本人名义虚拟账户缴纳学费。
▶ 通过海外汇款、账户转账(银行或ATM)时，须由学生本人亲自缴纳。
▶请绝对不要向他人名义账户或通过他人随意告知的账户缴纳学费。

2. 使用微信支付或PayPal缴费时，请务必通过学校官方提供的学费缴
纳链接。

▶微信支付 / PayPal 缴费：
☞ HeyYoung外国人学费缴纳 | 新韩银行（不支持支付宝缴费）

3. 请绝对不要使用熟人、代办中介或非官方私人换汇渠道。
▶通过熟人或中介代缴学费，存在极高的电信诈骗关联风险。
▶通过非官方换汇点或私人中介换汇时，所兑换的韩元可能为犯罪关
联资金。

即使学生本人未直接参与诈骗犯罪，但若犯罪关联资金进入学生本人
账户并用于缴纳学费，也可能被认定为涉及电信诈骗案件。因此，请
务必通过正规金融机构进行换汇。

▣如学费缴纳被认定与电信诈骗犯罪有关，可能会被提起各类诉讼，
并产生民事及刑事责任。为确保学费缴纳安全，请务必仅使用学校
官方公布的正规缴费方式。
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